


custom callback artifacts that can be a killswitch or malware download.
These callbacks are monitored and the orchestrator validates and determines
if the callbacks arrive succesfully or not. This functionality allows for

the validation of mandatory playbooks that exist in the Security Orchestrator.

Advanced network evasion:

evasion of cyber security network elements based on sandboxing and
hashes, through a shipping and control algorithm based on

asymetric encryption. This forcefully verifies the correct operation of
advanced security solutions that validate each artifact that travels
throuth the network even when they possess advanced obfuscation
and encryption mechanisms.

Execution results: Each package and artifact is aligned to the MITRE
framework and the Attack Life Cycle, allowing for greater visibility

of the attack sent. It is also possible to validate if the artifacted evaded
network security, and if its execution was successful at the endpoint.

Let us know what your needs are for measuring and evaluating
RcVcALD your company’s cybersecurity solutions.

Contact us: https://reveald.com/#contact




